**南投縣立法治國民小學個人資料保護管理政策**

**第一條** 個人資料

本政策所規範之個人資料係指教職員工生之個人識別資料，但針對個人資料進行統計性的處理的資料，因非屬識別，故非本政策之範疇。

**第二條** 個資收集

在以下情況下，本校可收集利用本校教職員工生之個人資料。

1.公務所需取得教職員工生個人資料時。

2.教職員工生回答問卷調查時。

3.遴選或聘任教職員工時。

4.學生入學登記時。

5.學生成績通知時。

6.學生輔導作業時。

7.繳交相關費用或撥發薪資時。

8.健康中心因健康檢查、特殊疾病等業務需求。

注意事項：教職員工生使用本校服務及資料提供時，視為同意本政策及公開事項。

詳細個人資料檔案清冊，可點選或下載參閱

**第三條** 個人資料的利用

本政策中除了法律法規允許的情況以外，不會超出上述目的而利用或提供個人資料。超出上述用途而利用或提供個人資料時，需獲教職員工生(或其監護人)的同意後方可使用。

個人資料在交換時需有適當之授權、監督及記錄，如使用紙本交換時需採彌封傳遞。若採電子檔案傳遞時需加上保密機制。例如：檔案加上密碼保護而密碼不可與檔案同時傳遞。

**第四條** 個人資料的管理

在本保護管理政策中由專門的管理人員嚴緊保密管理個人資料，並儲存於一般的利用者無法取得的安全的環境之下，除了以下情況以外，事先未經教職員工生同意絕不會向第三者公開或洩漏個人資料。

1.如本保護管理政策認為教職員工生涉及損害第三者的利益，從而向第三者或司法警察等公開個人訊息時。

2.司法、警政機關或者與此相關擁有一樣權力的機構要求公開教職員工生的個人訊息時。

3.為了保護本保護管理政策的權力及財產而需要公開個人訊息時，或者向其他第三者說明或者為了其他合法的目的，可能公開教職員工生的統計資訊；但統計資訊中並非包含能夠識別每位教職員工生的資料。

**第五條** 個人資料的調閱、修正、刪除

教職員工生要求調閱、修正或刪除個人資料時，可直接與本校權責單位聯絡，各處室應指定專人辦理或督導所屬人員，執行個人資料保護政策之執行、處室內個人資料保護之自行查核。

舉例：民眾須申請補發畢業證書時，需親自向註冊組出示相關證件才能辦理，經註冊組查證屬實後，呈報上級長官核准後，列印證書後通知民眾領取。

**第六條** 網路上的個人資料注意事項

如果在網路上自發地公開個人資料，應該留意這些資料可能會被他人收集利用，應遵守下列注意事項：

1.不開啟作業系統目錄共用。

2.停用作業系統Guest帳號。

3.禁止使用Line或其他即時通訊軟體傳輸未經本人同意之個人資料檔案。

4.不使用外部網頁式電子郵件(Webmail)傳輸未經本人同意個人資料檔案。

5.禁止使用點對點(P2P)軟體或提供分享個人資料檔案。

6.禁止人員在社群網站、部落格、公開論壇或其他利用網際網路形式公開業務所知悉之個人資料。

7.為強化校務行政系統個人資料檔案資訊系統之存取安全，防止非法授權存取，維護個人資料之隱私性，由資訊人員負責管理前項系統之帳號、密碼、權限管理及存取紀錄等相關管理事宜

**第七條** 個人資料資訊安全事件處理程序與稽核缺失改善行動或預防措施本校接獲個人資料資訊安全事件通知時，依下列程序處理：

1.通報政策負責人或機關首長釐清作業程序與責任。

2.業務相關單位及資訊組儘速進行防禦或補救作業。

3.政策負責人或機關首長召開資安會議，檢討事件原因，擬訂改善與預防措施納入工作準則減低事件再次發生機會。

**第八條** 個人資料管理部門

本校為高度重視使用者的意見和處理使用者之不滿，及為保護使用者的個人資料與處理有關個人資料之爭議；因此校長為本校個資政策會議召集人，教導主任為個資政策負責人，負責協調與監督本校各部門個人資料保護業務。

本校「個資保護聯絡窗口」：

電話：049-29770610＃12

傳真：049-2977168

**第九條** 本個人資料保護管理政策經校長核准公告後施行，修正時亦同。

教導主任： 校長：